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1. Introduction and Scope

This document provides the Missouri Botanical Garden’s methodology for penetration testing to verify PCI compliance.

2. Roles, Responsibilities and Communication Strategies

The Senior Manager of System Administration is responsible for compliance to this methodology by Information Technology staff.

3. Penetration Testing Methodology

Missouri Botanical Garden will implement a Penetration Testing Methodology utilizing a certified outside testing service that includes the following: (PCI Requirement 11.3)

- Is based on industry-accepted penetration testing approaches (for example, NIST SP800-115)
- Includes coverage for the entire CDE perimeter and critical systems
- Includes testing from both inside and outside the network
- Includes testing to validate any segmentation and scope-reduction controls
- Defines application-layer penetration test to include, at a minimum, the vulnerabilities listed in Requirement 6.5.
- Defines network-layer penetration tests to include components that support network functions as well as operating systems
- Includes review and consideration of threats and vulnerabilities experienced in the last 12 months
- Specifies retention of penetration testing results and remediation activities results.

External penetration testing will be performed at least annually and after any significant infrastructure or application upgrade or modification (such as an operating system upgrade, a sub-network added to the environment, or a web server added to the environment).

Internal penetration testing will be performed at least annually and after any significant infrastructure or application upgrade or modification (such as an operating system upgrade, a sub-network added to the environment, or a web server added to the environment).

Any exploitable vulnerabilities found during penetration testing will be corrected and testing will be repeated to verify the corrections.

Missouri Botanical Garden is using network segmentation to isolate the CDE from other networks, therefore penetration tests will be performed annually and after any changes to segmentation controls/methods to verify that the segmentation methods are operational and effective, and isolate all out-of-scope systems from in-scope systems.