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1. Introduction and Scope

1.1 Introduction

This document provides the Missouri Botanical Garden's policies regarding standard configuration of systems as required by the Payment Card Industry Data Security Standard (PCI DSS) Program.

1.2 Scope of Compliance

This Policy complies with PCI DSS 3.2, Requirement 2.2.

2. Roles and Responsibilities

The Senior Manager of Systems and Network Administration is responsible for ensuring compliance with this policy by systems administration staff.

3. System Configuration Standards:

3.1 Unique System Identifiers

Every system (server, appliance, desktop computer, laptop, tablet, smartphone, network device) to be used by the Garden must be configured with a permanently assigned, unique identifier (computer name, device name, or other identification).

3.2 Vendor Defaults

- All vendor-supplied defaults will be replaced.
- Unnecessary default accounts will be eliminated.

3.3 Insecure Services, Protocols, or Daemons

- Implement additional security features for any required services, protocols, or daemons that are considered to be insecure.

3.4 System Security Parameters

- Configure system security parameters to prevent misuse.
- Industry-accepted hardening standards are to be implemented and updated as new vulnerability issues are identified. (PCI Requirement 2.2)

- These standards are to be applied when new systems are configured. (PCI Requirement 2.2)

3.5 One Primary Function Per Server

- Only one primary function will be implemented for one server to prevent functions that require different security levels from co-existing on the same server. (PCI Requirement 2.2.1)

- If virtualization techniques are used, only one primary function will be implemented per virtual system component or device. (PCI Requirement 2.2.1)
3.6 Only Necessary Services Enabled

- Only necessary services, protocols, daemons, etc., as needed for the function of the system may be enabled. All services and protocols not directly needed to perform the device’s specified function must be disabled. (PCI Requirement 2.2.2)

- All enabled insecure services, daemons, or protocols must be justified. (PCI Requirement 2.2.2)

- For any services, protocols or daemons considered insecure, additional security features must be documented and implemented. (PCI Requirement 2.2.3)

- Common security parameter settings are to be included and set appropriately on system components. (PCI Requirement 2.2.4)

- All unnecessary functionality – such as scripts, drivers, features, subsystems, file systems, and unnecessary web servers – must be removed. (PCI Requirement 2.2.5)

- All enabled functions must be documented and support secure configuration and only documented functionality must be present on system components. (PCI Requirement 2.2.5)

3.7 System Administrators Must Be Knowledgeable

- System administrators and/or personnel that configure system components must be knowledgeable about common security parameter settings for those system components. (PCI Requirement 2.2.4)